**Beveiligingsplan**

|  |  |
| --- | --- |
| **Beveiligd tegen** | **Manier van beveiliging** |
| Inloggen op andermans account. | Gebruikersnaam en wachtwoord controle. |
| Inloggen met niet bestaande gegevens. | Controleren of de ingevoerde gegevens wel bestaan in de database. |
| Selecteren verkeerde conventie datums bij het reserveren van een ticket. | Selecteerbare datums limiteren tot alleen datums van wanneer er een conventie is. |
| Betalen met niet bestaande bankgegevens. | Ingevoerde bankgegevens verifiëren. |
| Slot aanvragen continue blijven indienen. | Het aantal slot aanvragen dat een spreker kan doen limiteren tot 3 per account. |
| Gebruiken van de organisatorpagina’s zonder organisator te zijn. | Op alle organisator pagina’s controleren of de aangemelde gebruiker wel de organisator rol heeft. |
| Gebruiken van niet bestaande e-mailadressen tijdens het aanmaken van een sprekers account. | Een verificatie email sturen. |
| Tijdens een slot aanvraag het selecteren van een slot dat al bezet is. | Zorgen dat de beschikbare sloten die worden aangegeven alleen of open, of onder voorbehoud zijn. |